
 

In an age where safeguarding your data is becoming more and 
more difficult, businesses must also stay abreast of changing 
privacy laws required by the states in which they operate. With a 
domino effect that started after California passed its Consumer 
Privacy Act, an increasingly large number of states have started 
to follow suit. In order to remain compliant, privacy assessments 
have now just become a normal part of doing business. At 
CRI, our data security professionals bring a fresh perspective 
to the table and work to help your organization identify and 
minimize risk, remediate potential vulnerabilities, and maintain 
compliance. Our Certified Data Privacy Security Engineers 
(CDPSE) assess your data storage to determine the best path 
forward to complete a privacy assessment that complies with 
specific state guidelines and requirements.

State Data Privacy Compliance

• Blockchain
• CCPA Assessment
• Custom Data Privacy & Security 

Assessment
• Cybersecurity
• Financial Institution IT 

Assessment
• GDPR Assessment
• HIPAA Assessment
• HITRUST Certification
• IT Risk Assessment
• NAIC IT Assessment

Related Cybersecurity 
& Data Privacy Services:

Want to Learn More?
Contact us at CRIcpa.com/contact 
or by scanning the QR code.

Helping your business maintain compliance one state at 
a time.

Why CRI?
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• Audit & Attest
• Outsourcing & Strategy
• Risk & Controls
• Tax

Principal Service Offerings:


